
СОГЛАСИЕ НА ОБРАБОТКУ 

ПЕРСОНАЛЬНЫХ ДАННЫХ 

(для сайта и платформы YouGo) 

 

Редакция 1 от «28» декабря 2025 г. 

 

Оператор персональных данных: YOUGO 

LIMITED, компания, зарегистрированная в 

соответствии с законодательством Гонконга 

(далее – Оператор, Компания). 

 

Сайт/Платформа: https://yougo.money (домен, 

включая поддомены, и/или мобильное 

приложение) (далее – Платформа). 

 

1. Общие положения 

1.1. Настоящим я, действуя свободно, своей 

волей и в своем интересе (далее – Субъект 

персональных данных, Пользователь), даю 

согласие Оператору на обработку моих 

персональных данных на условиях настоящего 

Согласия. 

1.2. Согласие предоставляется в соответствии с 

применимым законодательством о 

персональных данных, включая 

законодательство Российской Федерации, в той 

мере, в какой оно подлежит применению. 

1.3. Настоящее Согласие является 

самостоятельным документом и 

предоставляется отдельно от иных договоров, 

оферт, условий и политик, размещенных на 

Платформе. 

1.4. В случае если Пользователь действует как 

представитель юридического лица либо иного 

лица, Пользователь подтверждает наличие у 

него необходимых полномочий на 

предоставление настоящего Согласия. 

 

2. Цели обработки персональных данных 

Оператор осуществляет обработку 

персональных данных в следующих целях: 

2.1. Регистрация Пользователя на Платформе, 

создание и администрирование учетной записи. 

2.2. Предоставление функционала Платформы, 

обеспечение доступа к сервисам, поддержка 

пользователей. 

2.3. Заключение и исполнение договоров и 

оферт, размещенных на Платформе, включая 

условия использования Платформы, договоры 

подряда, субподряда и оказания услуг. 

2.4. Организация взаимодействия между 

пользователями Платформы (клиентами, 

CONSENT TO PERSONAL 

DATA PROCESSING 

(for the YouGo Website and Platform) 

 

Version 1 dated «28» December 2025 

 

Data Controller: YOUGO LIMITED, a company 

incorporated under the laws of Hong Kong 

(the Controller, the Company). 

 

 

Website/Platform: https://yougo.money (domain, 

including subdomains, and/or mobile application) 

(the Platform). 

 

 

1. General Provisions 

1.1. I, acting freely, of my own will and in my own 

interest (the Data Subject, the User), hereby grant 

the Controller my consent to process my personal 

data under this Consent. 

 

1.2. This Consent is provided in accordance with 

applicable personal data protection laws, including 

the legislation of the Russian Federation to the 

extent it is applicable. 

 

1.3. This Consent constitutes a separate document 

and is provided independently from any other 

agreements, offers, terms or policies available on 

the Platform. 

 

1.4. Where the User acts as a representative of a 

legal entity or another person, the User confirms 

having the necessary authority to grant this 

Consent. 

 

 

2. Purposes of Processing 

The Controller processes personal data for the 

following purposes: 

2.1. User registration and account administration 

on the Platform. 

2.2. Provision of Platform functionality, access to 

services and user support. 

 

2.3. Entering into and performing agreements and 

offers available on the Platform, including platform 

terms, subcontracting and service agreements. 

 

2.4. Organizing interaction between Platform users 

(clients, customers, subcontractors, service 



заказчиками, субподрядчиками, 

исполнителями, представителями юридических 

лиц) в рамках исполнения заявок и заданий. 

2.5. Формирование, подписание (в том числе в 

электронной форме), хранение и 

предоставление документов, связанных с 

использованием Платформы, включая акты, 

счета, отчеты, уведомления, переписку и лог-

файлы. 

2.6. Проведение комплаенс-проверок, проверок 

в рамках KYC/AML, предотвращение 

мошенничества, обеспечение безопасности 

Платформы и пользователей. 

2.7. Рассмотрение обращений, претензий, 

урегулирование споров, защита прав и 

законных интересов Оператора. 

2.8. Направление сервисных уведомлений, 

связанных с работой Платформы, 

безопасностью учетной записи, изменениями 

документов и функционала. 

2.9. Направление маркетинговых и 

информационных сообщений – при наличии 

отдельного согласия либо иного законного 

основания. 

 

3. Состав персональных данных 

3.1. В зависимости от роли Пользователя на 

Платформе и используемого функционала 

Оператор может обрабатывать следующие 

категории персональных данных: 

- идентификационные данные (фамилия, имя, 

отчество, дата рождения – при необходимости); 

- контактные данные (номер телефона, адрес 

электронной почты, мессенджеры); 

- данные учетной записи (логин, пароль или его 

хэш, настройки профиля, идентификаторы, 

история входов); 

- данные о представителе организации 

(должность, наименование компании, 

идентификационные и регистрационные 

данные, сведения о доверенности – при 

необходимости); 

- платежные и расчетные данные (реквизиты 

счета для выплат, сведения о транзакциях, 

назначение платежа); 

- технические данные (IP-адрес, cookies, 

идентификаторы устройств, данные браузера и 

операционной системы, журналы действий); 

- данные по заявкам и заданиям (содержание 

задач, результаты работ, файлы, сообщения, 

метаданные). 

providers, corporate representatives) in connection 

with tasks and orders. 

 

2.5. Creation, execution (including electronically), 

storage and provision of documents related to 

Platform use, including acceptance certificates, 

invoices, reports, notices, correspondence and logs. 

 

 

2.6. Compliance checks, KYC/AML 

procedures, fraud prevention, and ensuring the 

security of the Platform and its users. 

 

2.7. Handling requests and claims, dispute 

resolution and protection of the Controller’s rights 

and legitimate interests. 

2.8. Sending service-related notifications regarding 

Platform operation, account security, and changes 

to documents or functionality. 

 

2.9. Marketing and informational communications 

– subject to separate consent or other lawful basis. 

 

 

 

3. Categories of Personal Data 

3.1. Depending on the User’s role on the Platform 

and the functionality used, the Controller may 

process the following categories of personal data: 

 

- identification data (full name, date of birth where 

required); 

- contact details (phone number, email address, 

messengers); 

- account data (login, password or password hash, 

profile settings, identifiers, sign-in history); 

 

- corporate representative data (position, company 

name, identification and registration details, power 

of attorney details where applicable); 

 

 

- payment and settlement data (bank account details 

for payouts, transaction information, payment 

purpose); 

- technical data (IP address, cookies, device 

identifiers, browser and operating system data, 

activity logs); 

-task and order-related data (task descriptions, 

work results, files, messages, metadata). 

 



3.2. Оператор не осуществляет обработку 

специальных категорий персональных данных 

и биометрических персональных данных, если 

иное не предусмотрено функционалом 

Платформы и не получено соответствующее 

согласие в требуемой законом форме. 

 

4. Действия с персональными данными 

4.1. Оператор вправе осуществлять с 

персональными данными следующие действия 

(операции): сбор, запись, систематизация, 

накопление, хранение, уточнение (обновление, 

изменение), извлечение, использование, 

передача (предоставление, доступ), 

обезличивание, блокирование, удаление, 

уничтожение. 

 

5. Передача персональных данных третьим 

лицам 

5.1. Пользователь соглашается с тем, что 

Оператор вправе поручать обработку 

персональных данных и/или предоставлять 

доступ к ним третьим лицам, если это 

необходимо для достижения целей обработки, 

включая, но не ограничиваясь: хостинг-

провайдерами и поставщиками ИТ-

инфраструктуры; провайдерами сервисных и 

коммуникационных услуг; платежными и 

банковскими партнерами; подрядчиками 

Оператора, обеспечивающими техническую 

поддержку и сопровождение Платформы. 

5.2. Оператор обеспечивает, чтобы такие лица 

обрабатывали персональные данные на 

основании договора, в необходимом объеме и с 

соблюдением конфиденциальности и мер 

защиты. 

 

6. Трансграничная передача персональных 

данных 

6.1. Пользователь дает согласие на 

трансграничную передачу персональных 

данных, включая передачу на территорию 

юрисдикции регистрации Оператора (Гонконг), 

а также в иные государства, в которых могут 

находиться серверы и поставщики услуг 

Оператора. 

6.2. В отношении персональных данных 

граждан Российской Федерации Оператор 

обеспечивает соблюдение требований о 

локализации при первичном сборе 

персональных данных с использованием 

информационных ресурсов, расположенных на 

3.2. The Controller does not process special 

categories of personal data or biometric data unless 

expressly required and duly consented in the form 

required by law. 

 

 

 

4. Processing Operations 

4.1. The Controller may perform the following 

operations: collection, recording, systematization, 

accumulation, storage, updating, retrieval, use, 

transfer, anonymization, blocking, deletion and 

destruction. 

 

 

 

 

5. Disclosure to Third Parties 

 

5.1. The User agrees that the Controller may 

engage third parties to process personal data and/or 

grant them access where necessary to achieve the 

processing purposes, including but not limited to 

infrastructure providers, communications service 

providers, banking and payment partners, and 

technical support providers. 

 

 

 

 

 

5.2. The Controller ensures that such processing is 

carried out under contractual arrangements and 

subject to confidentiality and security obligations. 

 

 

 

6. Cross-Border Transfer 

6.1. The User consents to cross-border transfer of 

personal data, including transfer to Hong Kong and 

other jurisdictions where the Controller or its 

service providers operate. 

 

 

 

6.2. With respect to personal data of citizens of the 

Russian Federation, the Controller ensures 

compliance with applicable localization 

requirements at the stage of initial data collection, 

with subsequent cross-border transfer where 

permitted by law. 

 



территории Российской Федерации, с 

последующей возможной трансграничной 

передачей при соблюдении применимых 

требований законодательства. 

 

7. Срок действия согласия и хранение 

данных 

7.1. Настоящее Согласие действует с момента 

его предоставления до достижения целей 

обработки персональных данных либо до его 

отзыва Пользователем, если иное не требуется 

применимым законодательством. 

7.2. Оператор вправе хранить персональные 

данные в течение срока использования 

Платформы, а также после его окончания в 

течение сроков, необходимых для исполнения 

требований законодательства, разрешения 

споров и защиты прав Оператора. 

 

8. Отзыв согласия и права субъекта 

персональных данных 

8.1. Пользователь вправе отозвать настоящее 

Согласие путем направления 

соответствующего уведомления Оператору по 

контактам, указанным на Платформе или в 

Политике конфиденциальности. 

8.2. Отзыв Согласия может повлечь 

невозможность использования Платформы 

полностью или частично, если обработка 

персональных данных необходима для 

предоставления сервисов и исполнения 

договоров. 

8.3. Пользователь уведомлен о своих правах как 

субъекта персональных данных, 

предусмотренных применимым 

законодательством. 

 

9. Электронная форма согласия 

9.1. Настоящее Согласие предоставляется в 

электронной форме путем совершения 

Пользователем конклюдентных действий на 

Платформе (проставление отметки, нажатие 

кнопки «Согласен(а)», иное действие, явно 

выражающее согласие). 

9.2. Такие действия признаются Сторонами 

достаточными для подтверждения 

волеизъявления Пользователя и подписания 

электронного документа простой электронной 

подписью. 

 

 

 

 

 

 

7. Term and Retention 

 

7.1. This Consent is valid from the moment it is 

granted until the purposes of processing are 

achieved or the Consent is withdrawn, unless a 

longer period is required by law. 

 

7.2. The Controller may retain personal data for the 

duration of Platform use and thereafter as necessary 

for legal compliance, dispute resolution and 

protection of rights. 

 

 

 

8. Withdrawal and Data Subject Rights 

 

8.1. The User may withdraw this Consent by 

notifying the Controller via the contacts published 

on the Platform or in the Privacy Policy. 

 

 

8.2. Withdrawal may result in limitation or 

termination of access to the Platform where data 

processing is necessary to provide services or 

perform agreements. 

 

 

8.3. The User is informed of data subject rights 

provided by applicable law. 

 

 

 

9. Electronic Consent 

9.1. This Consent is granted electronically by 

affirmative actions on the Platform (checkbox, “I 

agree” button or other explicit action). 

 

 

 

9.2. Such actions are deemed sufficient to confirm 

the User’s intent and execution of the electronic 

document. 

 

 

 



10. Контактная информация 

10.1. Контактная информация Оператора по 

вопросам обработки персональных данных 

размещается на Платформе и/или в Политике 

конфиденциальности. 

 

10. Controller Contacts 

10.1. The Controller’s contact details regarding 

personal data matters are published on the Platform 

and/or in the Privacy Policy. 

 

Дата предоставления согласия: «28» декабря 2025 года 

Date of consent: «28» December 2025 

 

Способ предоставления: электронный акцепт на Платформе 

Method of consent: electronic acceptance on the Platform. 
 


