COIUNTACME HA OBPABOTKY
IEPCOHAJIBHBIX TAHHBIX
(s caiita u atgopmel YouGo)

Penakmus 1 ot «28» mexabpst 2025 r.

Omneparop mnepcoHajabHbIX AaHHbIX: YOUGO
LIMITED, xommnanusi, 3aperucTpupoBaHHas B
COOTBETCTBUU C 3aKOHOJATEICTBOM [ 'OHKOHra
(manmee — Oneparop, Komnanus).

Caiit/Ilnardopma: https://yougo.money (IOMeH,
BKJIIOYass  MHOJJOMEHBI, W/WIM  MOOWIHHOE
npuioxenue) (nanee — [liardopma).

1. O01mue MoJI0KeHUs

1.1. Hacrosmmm s, AeWCTBYsS CBOOOIHO, CBOEH
Bojicii U B cBoeM uHTepece (manee — CyObekT
NnepcoHaNbHBIX JaHHbIX, [loab30BaTens), naio
cormacue Omneparopy Ha 00pabOTKy MOUX
MEPCOHAJIBHBIX JJAHHBIX HA YCIOBUSAX HACTOSIIETO
Cornacus.

1.2. Cornacue npeaocTaBiisieTcsi B COOTBETCTBUU C
MIPUMEHHUMbBIM 3aKOHOJIaTEIbCTBOM 0
MEPCOHAIIBHBIX JAHHBIX, BKJIFOYAst
3akoHoJaTenbcTBO Poccuiickoit denepanuu, B TOM
Mepe, B KaKOM OHO MOJJIKUT IPUMEHEHHUIO.

1.3. Hacrosmee Cornacue SIBJISIETCSI
CaMOCTOSITEJIbHBIM JIOKYMEHTOM u
MIPEAOCTABIIACTCS] OTACIBHO OT WHBIX JIOTOBOPOB,
odepT, yCIOBUH M TOMUTHK, pPa3MEUICHHBIX Ha
[Tnardopme.

1.4. B cayuae ecnu [lonb3oBarens IeHCTBYET Kak
MIPEACTABUTENH FOPUIUIECKOTO JIUIA JIMOO WHOTO
nuua, llonmp3oBaTenb MOATBEPKIAET HAIMUUE Y
HETo HEO0OXOUMBIX MTOJTHOMOYH I Ha
npeaocrasiieHne Hacrosuero Cormnacus.

2. e 00pabdOTKHM MEPCOHAIBHBIX JAHHBIX
Omnepatop OCYIIECTBIISIET 00paboTKy
MEPCOHANBHBIX JaHHBIX B CIEAYIOMIUX [ETIAX:

2.1. Peructpamms Ilons3oBarens Ha [lnatdopwme,
CO3/1aHKE ¥ AIMUHUCTPUPOBAHUE YICTHOM 3aMUCH.
2.2. llpenoctaBnenue ¢pynknuonana [lnarpopmer,
obecrieyeHne JOCTyNMa K CepBHCaM, MOJJIEPKKa
MOJIb30BaTENEH.

2.3. 3akJIIOYE€HUE U HCIIOJIHEHUE JOTOBOPOB U
odept, pasmemeHHbx Ha [lmatdopme, BKIIOUas
YCIIOBUSI UCTIOIB30BaHUs [lmaTdopMbl, JOTOBOPHI
nozpsiaa, cyonoapsiaa U OKa3aHus yCIyr.
2.4.  Opra"uzauus B3auUMOJICUCTBUS
nonp3oBaresiMu  [ImaTdopmer

MEXITy
(KTMEeHTaMU,

CONSENT TO PERSONAL
DATA PROCESSING
(for the YouGo Website and Platform)

Version 1 dated «28» December 2025

Data Controller: YOUGO LIMITED, a company
incorporated under the laws of Hong Kong
(the Controller, the Company).

Website/Platform: https://yougo.money (domain,
including subdomains, and/or mobile application)
(the Platform).

1. General Provisions

1.1. 1, acting freely, of my own will and in my own
interest (the Data Subject, the User), hereby grant
the Controller my consent to process my personal
data under this Consent.

1.2. This Consent is provided in accordance with
applicable personal data protection laws, including
the legislation of the Russian Federation to the
extent it is applicable.

1.3. This Consent constitutes a separate document
and is provided independently from any other
agreements, offers, terms or policies available on
the Platform.

1.4. Where the User acts as a representative of a
legal entity or another person, the User confirms
having the necessary authority to grant this
Consent.

2. Purposes of Processing

The Controller processes personal data for the
following purposes:

2.1. User registration and account administration
on the Platform.

2.2. Provision of Platform functionality, access to
services and user support.

2.3. Entering into and performing agreements and
offers available on the Platform, including platform
terms, subcontracting and service agreements.

2.4. Organizing interaction between Platform users
(clients, customers, subcontractors, service



3aKa34nKaMH, CyOmoIpsAunKaMu,
WCIIOJTHUTEIISIMU, IPEACTaBUTEISIMU IOPUINUECKUX
JIUI]) B paMKax MCIIOJIHCHUS 3asiBOK U 3aJIaHUH.
2.5. ®opmupoBaHue, MoanucaHue (B TOM YKCIIC B
AIIEKTPOHHON dopme), XpaHeHUe u
MPEIOCTaBIIEHUE JIOKYMEHTOB, CBSI3aHHBIX C
ucrnonb3oBanueM llmatdopmbl, BKIIOYAs AaKTHl,
cyeTa, OTYEThl, YBEAOMJICHHS, MEPEMUCKY U JIOT-
Gaitnsl.

2.6. IIpoBeneHne KOMIUIA€HC-IIPOBEPOK, MPOBEPOK
B pamxkax KYC/AML, mnpenoTrBpamieHue
MOILIEHHUYECTBa, olecreyeHne Oe30IacHOCTU
[Tnatdopmbl U IOJIB30BATENEH.

2.7. PaccmotpeHue oOpalieHH,
YpEeryJupoBaHUE CIIOPOB, 3alluTa
3aKOHHBIX HHTepecoB OnepaTopa.

2.8. HampaBneHue CEpBHUCHBIX YBEIOMIICHUH,
CBSI3aHHBIX c paboroi [TnaTdhopmsl,
0€30MacHOCTBIO YYETHOW 3aluCH, M3MEHEHUSIMH
JIOKYMEHTOB ¥ (DYHKIIMOHAJIA.

2.9. Hampasnenune MapKETHUHI OBBIX u
MH(GOPMALIMOHHBIX COOOIIEHUN — MPH HAIUYUU
OTJENBHOTO corjacus 700 HMHOTO 3aKOHHOTO
OCHOBaHUSI.

MIPETEH3U,
npaB u

3. CocTaB nepcoHAJIbHBIX TaHHBIX

3.1. B 3aBucumoctu ot ponu Ilonp3oBatens Ha
[Inatdpopme u wucmonbzyemMoro (yHKIIMOHAIA
Onepatop MoOXeT 00padaThiBaTh CIEAYIOIIUE
KaTEerOpUH IMePCOHATBHBIX TAHHBIX:

- uaeHTUUKAIMOHHBIE AaHHbIE (pamunus, ums,
OTYECTBO, /1aTa POKJIEHUS — IPH HEOOXOTUMOCTH);
- KOHTAaKTHBIC NaHHBIE (HOMep TenedoHa, aapec
AJICKTPOHHOMN TIOYTHI, MECCCHJIKEPHI);

- TaHHBIE YYETHOU 3ancH (JIOTHH, TTAPOJIb UIH €T0

X3II, HACTPOWKH Npoduis, HICHTHUPHUKATOPHI,
HCTOPHS BXOZOB);

- JaHHBIE O TpeACTaBUTE]E OpraHU3alUuu
(1OJKHOCTB, HauMEHOBaHHE KOMIIaHHUH,
UACHTU(DUKAIIMOHHBIE M PETUCTPALMOHHbBIE
JlaHHBIE, CBEJIEHUS O JIOBEPEHHOCTHM — IIpH
HEOOXOIUMOCTH);

- TUTaTeXHBbIE W paCUYETHHIE JTaHHBIC (PEKBU3HUTHI
cdyera JUIs BBIIUIAT, CBEACHUS O TPAH3AKIIHSIX,
Ha3Ha4YCHHE IJIaTexKa);

- texuumdyeckue pganHeie ([P-agpec, cookies,
UICHTU(PHUKATOPHI YCTPOHCTB, NaHHBIE Opay3epa u
OTICPAIIMIOHHON CUCTEMBI, )KyPHAIIBI ICHCTBUH);

- JJaHHBIC TI0 3asBKAM W 3aJlaHusM (COJepKaHue
3a/may, pe3yJbTarbl pabot, (aisbl, cOOOIIEeHNUS,
MeTaJaHHBIC).

providers, corporate representatives) in connection
with tasks and orders.

2.5. Creation, execution (including electronically),
storage and provision of documents related to
Platform use, including acceptance certificates,
invoices, reports, notices, correspondence and logs.

2.6. Compliance checks, KYC/AML
procedures, fraud prevention, and ensuring the
security of the Platform and its users.

2.7. Handling requests and claims, dispute
resolution and protection of the Controller’s rights
and legitimate interests.

2.8. Sending service-related notifications regarding
Platform operation, account security, and changes
to documents or functionality.

2.9. Marketing and informational communications
— subject to separate consent or other lawful basis.

3. Categories of Personal Data

3.1. Depending on the User’s role on the Platform
and the functionality used, the Controller may
process the following categories of personal data:

- identification data (full name, date of birth where
required);

- contact details (phone number, email address,
messengers);

- account data (login, password or password hash,
profile settings, identifiers, sign-in history);

- corporate representative data (position, company
name, identification and registration details, power
of attorney details where applicable);

- payment and settlement data (bank account details
for payouts, transaction information, payment
purpose);

- technical data (IP address, cookies, device
identifiers, browser and operating system data,
activity logs);

-task and order-related data (task descriptions,
work results, files, messages, metadata).



3.2. Omepatop He OCYIIECTBISIET OOpabOTKY
CHeIHAaTbHBIX KaTeTOPHA MEePCOHATBHBIX JaHHBIX
¥ OMOMETPUYECKHX MEPCOHAIBHBIX JTAaHHBIX, €CITU
WHOE HE  MPEeayCMOTPEHO  (QYHKIMOHAIOM
[TnardopmMbl U HE MOTYYEHO COOTBETCTBYIOILEE
corjlacue B TpedyeMoi 3akoHOM (popme.

4. JlelicTBHSI C NEPCOHAJIBLHBIMU JAHHBIMH

4.1. Omnepatop BIpaBe OCYUIIECTBIATh C
NEPCOHAJBHBIMH JJAHHBIMH CJICIYIOUINE JICHCTBUS
(omepanuu): cOop, 3amuch, CHUCTEMAaTHU3aIus,
HaKOIJICHHUE, XpaHeHHEe, YTOUHEeHUe (0OHOBJICHHE,
W3MEHCHUE), W3BJICUCHHE, WCTIOJIb30BaHUE,
nepeaaya (mpemocTaBiIcHHE, JOCTYII),
o0e3nnuuBaHue,  OJIOKMpOBaHHWE,  YAaJCHHE,
YHHYTOXKCHUE.

5. Ilepenaya mepcoHAJbHBIX JAHHBIX TPETbUM
JIHIAM

5.1. Tlomp3oBaTenp corjiamaercs ¢ TEM, 4YTO
Onepatop  BmpaBe  mopy4yarb  00pabOTKy
MEPCOHANIBHBIX JITAHHBIX W/WJIW TPEIOCTaBIIAThH
JOCTYyIl K HHUM TPETbUM JIMIAM, €CIH 3TO
HEOOXOAMMO IS TOCTHXKEHUS 1esield 00paboTKH,
BKIIfOYasi, HO HE OrPAaHWYUBASCh. XOCTHUHT-
MpoBaiiiepamMu 51 MMOCTABIINKAMHA UT-
UHOPACTPYKTYPHI; MpPOBalepaMu CEPBHUCHBIX U
KOMMYHHMKAITHOHHBIX ~ YCIYT; TUTATEXKHBIMA U
OaHKOBCKUMH  TapTHEpPaMU; MOIPSAYNKAMHA
Onepatopa, 00€CTEUUBAIONTUMU TEXHUYECKYIO
MOJIIEPIKKY U conpoBokieHue [lnardopmer.

5.2. OnepaTop oOecrieunBaeT, YTOOBI TaKUE JTUIA
oOpabaTbiBaii  TEPCOHANBHBIE  JIaHHBIE  Ha
OCHOBAHUU JIOTOBOPA, B HEOOXOIMMOM 00BEME H C
coOmrofieHreM KOH(PUACHIUATBHOCTH U Mep
3QIUTHI.

6. Tpancrpanu4Hasi mepeaadya INepcOHAJIbHBIX

JAHHBIX
6.1. ITons30BaTenn naeT corjacue Ha
TPAHCTPAHUYHYIO nepefadyy  MepCOHAIbHBIX
JaHHBIX, BKJIOYAs IIepelady Ha TEPPUTOPUIO

ropucaukiuu peructpanuu Oneparopa (I'oHKOHT),
a TaKXe B MHBIE TOCY/IapCTBa, B KOTOPHIX MOTYT
HaxXOJIUTbCSI CEpPBEPhl M TMOCTABUIUKUA YCIYT
Omneparopa.

6.2. B OTHOmIEHMHM MEPCOHANBHBIX JAHHBIX
rpaxaan Poccuiickoit ®denepanuun  Oneparop

oOecrieunBaeT  coOmojeHHe  TpeOoBaHUU O
JIOKAITH3aLiH npu HIEPBUYHOM cbope
NEPpCOHAIBHBIX JaHHBIX C HUCIIOJIBb30BaHUECM

MH(GOPMALIMOHHBIX PECYPCOB, PACTIOIOKEHHBIX Ha

3.2. The Controller does not process special
categories of personal data or biometric data unless
expressly required and duly consented in the form
required by law.

4. Processing Operations

4.1. The Controller may perform the following
operations: collection, recording, systematization,
accumulation, storage, updating, retrieval, use,
transfer, anonymization, blocking, deletion and
destruction.

5. Disclosure to Third Parties

5.1. The User agrees that the Controller may
engage third parties to process personal data and/or
grant them access where necessary to achieve the
processing purposes, including but not limited to
infrastructure providers, communications service
providers, banking and payment partners, and
technical support providers.

5.2. The Controller ensures that such processing is
carried out under contractual arrangements and
subject to confidentiality and security obligations.

6. Cross-Border Transfer

6.1. The User consents to cross-border transfer of
personal data, including transfer to Hong Kong and
other jurisdictions where the Controller or its
service providers operate.

6.2. With respect to personal data of citizens of the
Russian Federation, the Controller ensures
compliance ~ with  applicable  localization
requirements at the stage of initial data collection,
with subsequent cross-border transfer where
permitted by law.



teppuropuun  Poccuiickonn ~ ®Pepepauuu, ¢
MOCJEAYIOME  BO3MOXKHOM  TpaHCTPAaHUYHOM
nepegayeii mpu  COOMIONEHUH  MPUMEHHMBIX

TpeOOBaHMIT 3aKOHOATEIIHCTBRA.

7. Cpoxk jeicTBUSI cCOIVIacMsi M XpPaHeHHUe
JAHHBIX

7.1. Hacrosmee Cornacue OeHCTBYET ¢ MOMEHTA
€ro MpeaoCTaBICHUS JI0 JOCTHXKCHHUS Lenel
00pabOTKH MEePCOHAIBHBIX JAAHHBIX JUOO JI0 €ro
ot3biBa [lonb3oBaTenem, ecnu uHOE HE TpeOyeTcs
MIPUMEHUMBIM 3aKOHOJIATEITHCTBOM.

7.2. OmnepaTop BIpaBe XpaHUTh MEPCOHAIbHbBIC
JIAHHBIE B TEYCHHE CpOKa HCIOJIH30BAHUS
[Tnardopmbl, a Takke MOCIE €ro OKOHYAHUS B
TEUEHHUE CPOKOB, HEOOXOIUMBIX JIJII MCIIOJHEHUS

TpeOOBaHUI  3aKOHOJATENBCTBA,  Pa3peLICHUs
CIIOPOB U 3aIuTHI IpaB Oneparopa.
8. Ot3pIB coriacuss M mnpaBa cy0bekTa

NMEePCOHAJBHBIX JAHHBIX
8.1. Ilonb3oBaTenb BIpaBe OTO3BAaTh HACTOSIIEE
Cornacue IIyTEM HaIpaBJICHUS
COOTBETCTBYIOIIETO yBeAoMiieHuss OrepaTopy 1Mo
KOHTaKTaM, yKa3aHHbIM Ha [lmatdopme wmmm B
[TonmuTrke KOHPUICHIIMATHLHOCTH.

8.2. OmpwmB Corjacusgs  MOXKET  IIOBJICYb
HEBO3MOXXKHOCTh ~ WCIOJIb30BaHUs  [Limatdopmbl
MONHOCTHIO WM YacTUYHO, eciu oOpaboTka
MEPCOHANBHBIX  JAaHHBIX  HeoOxomuma  JUIs
MPEIOCTaBICHUS  CEpPBUCOB WM  WCIHOJIHEHUS
JIOTOBOPOB.

8.3. Ilonp30BaTenb YBEJOMIIEH O CBOMX MPaBax Kak
cyObeKTa MePCOHAITBHBIX IAHHBIX,
MPEyCMOTPEHHBIX MPUMEHUMBIM
3aKOHOJATEILCTBOM.

9. DuekTpoHHas popma coriacus

9.1. Hacrosmee Cornacue npenocTaBiseTcs B
ANEKTPOHHOW  (QopMe  MmyTeM  COBEpIICHUS
[Tonp30BaTeneM KOHKIIOAEHTHBIX JEHCTBUU Ha
[TnaTtdopme (mpocTaBieHUE OTMETKH, Ha)KaThe
kHonku «CornaceH(a)», WHOE MAEWUCTBUE, SBHO
BbIpakaroliee corjaacue).

9.2. Takume nedictBus mnpusHarorca CropoHamu
JIOCTaTOYHBIMH TUISt MTOATBEPKICHUS
Bosien3bsBieHUs [lonb3oBarens W mNoANMCaHUS
AJIEKTPOHHOIO JTIOKYMEHTa MPOCTOM 3JIEKTPOHHOM
MOJIHUCHIO.

7. Term and Retention

7.1. This Consent is valid from the moment it is
granted until the purposes of processing are
achieved or the Consent is withdrawn, unless a
longer period is required by law.

7.2. The Controller may retain personal data for the
duration of Platform use and thereafter as necessary
for legal compliance, dispute resolution and
protection of rights.

8. Withdrawal and Data Subject Rights

8.1. The User may withdraw this Consent by
notifying the Controller via the contacts published
on the Platform or in the Privacy Policy.

8.2. Withdrawal may result in limitation or
termination of access to the Platform where data
processing is necessary to provide services or
perform agreements.

8.3. The User is informed of data subject rights
provided by applicable law.

9. Electronic Consent

9.1. This Consent is granted electronically by
affirmative actions on the Platform (checkbox, “I
agree” button or other explicit action).

9.2. Such actions are deemed sufficient to confirm
the User’s intent and execution of the electronic
document.



10. KonrakTHasi uHpopmanus 10. Controller Contacts

10.1. KonraktHas umHbopmamusi Omnepatopa mo 10.1. The Controller’s contact details regarding
BOIpocaM 00pa0OTKH TMepCOHAJbHBIX JaHHBIX personal data matters are published on the Platform
pasmemaercs Ha [lmatdopme w/mmm B [lomutuke and/or in the Privacy Policy.
KOH(HICHIIMATBHOCTH.

JlaTa npenocraBjieHus corjiacusi: «28» nexadps 2025 roga
Date of consent: «28» December 2025

Crnoco0 npegocraBiieHusi: 3JIEKTPOHHBIN akient Ha [lnardopme
Method of consent: electronic acceptance on the Platform.



